Chapter 8 Review Questions
1. What occurs when a router does not have the information necessary to forward a datagram to the destination network?

2. The ICMP information request and reply messages are considered obsolete.  Which protocols are used instead?

3. The code field in an ICMP Destination Unreachable message indicates the reason that a packet could not be delivered.  List 3 destination unreachable code values.

4. What type of message is generated by a host when the Ping command is entered?

5. Describe the ICMP router discovery process.

6. How does ICMP improve data transfer reliability in IP networks?

7. Which conditions must be met in order for host to host communication over an Internetwork to be established?

8. Which protocol is used to notify an IP host that transmission errors have occurred?
9. What is the function of an ICMP redirect message?

10. What is the size of the ICMP type field?

11. Which IOS command is used to disable ICMP redirects on a router interface?

12. Explain the ICMP source quench message?

13. Which condition must be met for an ICMP redirect or change request to be sent to a host?

14. Which part of the ICMP message header indicates that the message is either an echo request or echo replay?

15. Which two main functions are performed by ICMP?

16. Give two examples of ICMP control messages

17. What is the purpose of the ICMP timestamp request message?

18. What happens when an ICMP packet is not deliverable?

19. Describe the ICMP address mask reply message
