Chapter Questions


Chapter 1

1.  The network card, the monitor connect, and the mouse port are:

     A.  Personal computer subsystems

     B.  Small, discrete components of a system

     C.  Back plane components
     D.  Ports of the system

2.  Match the following:

     a)  Boot instructions


1)   Stored in ROM until they are sent out

     b)  Software applications 

2)   Flows from RAM and the CPU, via the 

     c)  Application information

      bus and expansion slots, to the interfaces

     d)  Saved information


3)   Flows from RAM to some form of 

     e)  Exported information

      storage device

4)   After they are loaded, they are stored in 

      RAM temporarily

5)   Stored in RAM as long as the

      application is being used

    A.  a-1, b-4, c-5, d-3, e-2 

    B.  a-2, b-5, c-1, d-3, e-4

    C.  a-5, b-4, c-3, d-2, e-1

    D.  a-1, b-4, c-3, d-5, e-2

3. What is a NIC?

    A.  A Wan adapter

    B.  A printed circuit board that provides network communication
    C.  A card used only for Ethernet networks

    D.  A standardized data link layer address

4.  A network card communicates with the network through a 

    A.  Serial connection
    B.  Parallel connection

    C.  Back plane

    D.  None of the above

5.  Why do need to use a static mat and a wrist strap?

    A.  To protect yourself from any charge

    B.  To ground yourself
    C.  To enable easy handling of the equipment

    D.  All of the above

6.  PCMCIA slots are

    A.  Slots used in laptops
    B.  Used as expansion slots in all computers

    C.  Expansion slots for a NIC card

    D.  Slots for certain specialized devices

7.  What must computers on a network have in common to 

     communicate directly with each other?

    A.  Use the same operating system

    B.  Use the same hardware

    C.  Use the same protocol
    D.  Use the same company

8.  What is a LAN?

    A.  A network that connects workstations, terminals, and other devices in 

          a limited geographical area.
    B.  A network that connects workstations, terminals, and other devices in 

          a large metropolitan area.

    C.  A network that serves users across a geographically large area and

          often uses transmission devices provided by a common carrier

    D.  A network that covers a larger area than a MAN

9.  What do WANs do?

    A.  Allow printer and file sharing

    B.  Operate over a large geographical area
    C.  Operate over a metropolitan area

    D.  Provides host-to-host connectivity within a limited area

10.  What type of numbering system is characterized by 0s and 1s?

      A.  Base 4

      B.  Base 10

      C.  Binary
      D.  Hexadecimal

11.  Which numbering system is based on powers of 2?

       A.  Octal

       B.  Hexadecimal

       C.  Binary
       D.  ASCII

12.  What is the decimal number 151 in binary?

       A.  10100111

       B.  10010111
       C.  10101011

       D.  10010011

13.  What is the binary number 11011010 in decimal?

       A.  186

       B.  202

       C.  222

       D.  218
14. What is the binary number 10110 in decimal?

       A.  28

       B.  22
       C.  24

       D.  26

15. What is the decimal number 202 in binary?

       A.  11000100

       B.  11000101

       C.  11001010
       D.  11000111

16. What is the binary number 11101100 in decimal form?

       A.  234

       B.  236
       C.  262

       D.  242

17.  What best describes how much information can flow from one place to 

       another in a given amount of time?

       A.  Mbps

       B.  Transfer-rate

       C.  Reliability

       D.  Bandwidth
18.  Bandwidth is described in

       A.  Bytes per second

       B.  Bits per second
       C.  Megabits per millisecond

       D.  Centimeters

19.  Which of the following statements is false?

       A.  Throughput usually refers to actual, measured bandwidth, 

             at a specific time of day, using specific Internet routes.
       B.  Throughput is less than bandwidth

       C.  Throughput is the maximum amount of information that can flow from 

             one point to another.
       D.  Factors that determine throughput include internetworking devices and 

             the type of data being transferred.

20.  What term is used to describe the rated throughput capacity of a 

       given network medium or protocol?

       A.  TCP/IP

       B.  Ethernet

       C.  Bandwidth
       D.  Routing protocol  
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Chapter 2

1.  At its most basic level, computer data consists of

     A.  Bits
     B.  Bytes

     C.  Packets

     D.  None of the above

2.  Which of the following is not a cable media?

     A.  Coaxial cables

     B.  Optical fibers

     C.  Category 5 UTP

     D.  None of the above
3.  A protocol is not

     A.  A set of rules

     B.  An agreement

     C.  A connection layer
     D.  A definitive outline

4.  Which of the following is a feature of layering in the network model?

     A.  Combines the complexity of internetworking into one single 

           non-modular entity

     B.  Defines standard interfaces for plug-and-play compatibility and 

           multi-vendor integration
     C.  Layering ensures proper interaction among the layer protocols

     D.  None of the above

5.  Which of the following is not a reason why the OSI model is a 

     layered network model?

     A.  A layered model increases complexity
     B.  A layered model standardizes interfaces

     C.  A layered model enables specialized development effort

     D.  A layered model uses peer-to-peer communication

6.  Which of the following is in correct order for the network layers?

     A.

     1: Physical

     2: Data Link

     3: Transport

     4: Network

     5: Presentation

     6: Session

     7: Application

     B.
     1: Physical
     2: Data Link
     3: Network
     4: Transport
     5: Presentation
     6: Session
     7: Application
     C.

     1: Physical

     2: Data Link

     3: Network

     4: Session 

     5: Transport

     6: Presentation

     7: Application

     D.

     1: Physical

     2: Network

     3: Session

     4: Data Link

     5: Transport

     6: Application

     7: Presentation

7.  Which layer of the OSI model handles error detection, network topology, 

     and medium access?

     A.  The physical layer

     B.  The data link layer
     C.  The transport layer

     D.  The network layer

8.  Which layer of the OSI model establishes, maintains, and 

     manages sessions between applications?

     A.  The transport layer

     B.  The session layer
     C.  The presentation layer

     D.  The application layer

9.  Which best describes the function of the presentation layer?

     A.  It provides data representation and code formatting.
     B.  It handles error notification, network topology, and flow control.

     C.  It provides network services to user applications.

     D.  It provides electrical, mechanical, procedural, and functional means 

           for activating and maintaining the link between systems.

10. Which layer of the OSI model provides network services to 

       user applications?

     A.  The transport layer

     B.  The session layer

     C.  The presentation layer

     D.  The application layer
11. Which layer offers provisions for data expedition, class of service, 

       and exception reporting?

     A.  Session
     B.  Presentation

     C.  Network

     D.  Data link

12.  Which of the following statements regarding encapsulation is untrue?

     A.  Encapsulation allows computers to communicate data.

     B.  If one computer wants to send data to another computer, the 

           data first must be packaged by a process called encapsulation.

     C.  Encapsulation occurs at one layer.
     D.  Encapsulation wraps data with the necessary protocol information 

           before network transit.

13.  Which of the following correctly describes the five conversion steps of 

       data encapsulation when one computer sends an e-mail message to 

       another computer?

     A.  Data, segments, packets, frames, bits
     B.  Bits, frames, packets, segments, data

     C.  Packets, segments, data, bits, frames

     D.  Segments, packets, frames, bits, data

14.  An e-mail message is sent from Host A to Host B on a LAN. To send 

       this message, the data must be encapsulated. Which of the following 

       best describes the first step of data encapsulation?

     A.  Alphanumeric characters are converted into data.
     B.  The message is segmented into easily transportable chunks.

     C.  A network header is added to the message 

           (source and destination addresses).

     D.  The message is converted into binary format.

15. An e-mail message is sent from Host A to Host B on a LAN. To send 

       this message, the data must be encapsulated. Which of the following

       best describes what happens after a packet is constructed?

     A.  The packet is transmitted along the medium.

     B.  The packet is put into a frame.
     C.  The packet is segmented into frames.

     D.  The packet is converted to binary format.

16. An e-mail message is sent from Host A to Host B on a LAN. To send 

      this message, the data must be encapsulated. Which of the following

      best describes what happens after the e-mail message's 

      alphanumeric characters are converted into data?

     A.  The data is converted into binary format.

     B.  A network header is added to the data.

     C.  The data is segmented into smaller chunks.
     D.  The data is put into a frame.

17.  Which best describes a datagram?

     A.  A message is sent to the source to confirm receipt of uncorrupted data.

     B.  A binary representation of routing information.

     C.  A data packet less than 100 bytes in size.

     D.  A network layer packet.
18.  Which of the following is the PDU for the transport layer?

     A.  Frame.

     B.  Segment.
     C.  Packet.

     D.  Frame.

19.  Which of the following layers of the OSI model is not present in the 

       TCP/IP protocol stack?

     A.  Transport.

     B.  Network.

     C.  Internet.

     D.  Data link.
20.  Which of the following protocols has TCP/IP as its underlying protocols?

     A.  SMTP.

     B.  FTP.
     C.  DNS.

     D.  TFTP.
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Chapter 3

1.  Which of the following best describes topology?

A.  A connection of computers, printers, and other devices for the 

      purpose of communications.

B.  The physical arrangement of network nodes and media within an 

      enterprise networking structure.
C.  A network type that prevents the collision of packets.

D.  A method of filtering network traffic to reduce the chance of 

      bottlenecks and slowdowns.

2.  Which of the following best describes a star topology?

A.  A LAN topology in which a central hub is connected by vertical cabling 

      to other hubs that are dependent on it.

B. A LAN topology in which transmissions from network stations propagate 

     the length of the medium and are received by all other stations.

C. A LAN topology in which endpoints on a network are connected to a 

     common central point.

D. A LAN topology in which central points on a network are connected to 

     a  common central switch by linear links.
3.  Why are networking devices used?

A.  They allow a greater number of nodes, extend the network distance, 

      and connect separate networks.

B.  They allow connection of devices within an entire building.

C.  They provide redundant pathways and thus prevent signal loss and corruption.

D.  Both A and B
4.  Which of the following best describes a node?

A. An endpoint of a network connection or a junction common to 

     two or more lines in a network that serves as control points.
B.  An application that establishes, manages, and terminates sessions between

      devices and manages data exchange between presentation layer entities.

C.  An application that synchronizes cooperating devices and 

      Establishes agreement on procedures for error recovery and 

      control of data integrity.

D.  All of the above.

5.  Which of the following best defines digital signals?

A.  Electrical pulses representing data.
B.  Amplification of data

C.  Conversion of data

D.  Officially specified rules or procedures

6.  A NIC is considered An OSI Layer ____ device.

A.  1

B.  2
C.  3

D.  4

7.  Repeaters are

A.  Bridges

B.  Switches

C.  Signal regenerators
D.  None of the above

8.  For which of the following problems can repeaters provide a 

     simple solution?

A.  Too many types of incompatible equipment on the network

B.  Too much traffic on the network

C.  Too slow data transmission rates

D.  Too many nodes and/or not enough cable
9.  A hub is an OSI Layer ____ device

A.  1
B.  2

C.  3

D.  4

10.  What is one disadvantages of using a hub?

A.  A hub cannot extend the network operating distance.

B.  A hub cannot filter network traffic.
C.  A hub cannot send weakened signals over a network.

D.  A hub cannot amplify weakened signals.

11.  A bridge is an OSI layer ____ device.

A.  1

B.  2
C.  3

D.  4

12.  Which of the following is true concerning a bridge to and its 

       forwarding decisions?

A.  They operate at OSI Layer 2 and use IP addresses to make decisions.

B.  They operate at OSI Layer 3 and use IP addresses to make decisions.

C.  They operate at OSI Layer 2 and use MAC addresses to make decisions.
D.  They operate at OSI Layer 3 and use MAC addresses to make decisions.

13.  A switch is an OSI layer____device.

A.  1

B.  2
C.  3

D.  4

14.  Which of the following is true concerning  the function of a switch?

A.  Increases the sizes of collision domains

B.  Combines the connectivity of a hub with the traffic regulation of a bridge
C. Combines the connectivity of a hub with the traffic regulation of a router

D.  Performs Layer 4 path selection

15.  A router is an OSI Layer _____ device.

A.  1

B.  5

C.  3
D.  4

16.  What do routers connect?

A.  Bridges and repeaters

B.  Bridges and hubs

C.  Two or more networks
D.  Hubs and nodes

17.  What does a router route?

A.  Layer 1 bits

B.  Layer 2 frames

C.  Layer 3 packets
D.  Layer 4 segments

18  What does a router do?

A.  It matches information in the routing table with the data's destination 

      IP address and sends incoming data to the correct subnetwork and host.
B. It matches information in the routing table with the data's destination 

      IP address and sends incoming data to the correct subnetwork.

C. It matches information in the routing table with the data's destination 

      IP address and sends incoming data to the correct network.

D. It matches information in the routing table with the data's destination 

      IP address and sends incoming data to the correct subnet.

19.  To construct a simple LAN of four computers, you connect them with 

       a ____ ?

A.  Cross-connect cable

B.  Serial line

C.  Hub
D.  Router 

20.  If four hosts are connected to a hub and then to the Internet, 

       how many IP addresses are required for these five devices?

A.  1

B.  2

C.  4
D.  5 

Answers to Questions:
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6.    B
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8.    D
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Chapter 4

1.  Match the columns:

1)  Nucleus


a)  Particles that have a negative charge, and 

2)  Protons


     orbit the nucleus

3)  Neutrons

4)  Electrons 



b)  Particles that have no charge, (neutral), and

     along with protons, form the nucleus

c)  The center part of the atom, formed by





     protons and neutrons

d)  Particles that have a positive charge, and





     along with neutrons, form the nucleus

A.  1-c, 2-d, 3-b, 4-a 

B.  1-d, 2-c, 3-a, 4-b

C.  1-c, 2-b, 3-d, 4-a

D.  1-a, 2-c, 3-b, 4-d

2.  Which of the following statements regarding static electricity is untrue?

A.  Opposite charges react to each other with a force that causes them to 

      be attracted to one another.

B.  Like charges react to each other with a force that causes them to 

      repel each other.

C.  In the case of opposite and like charges, the force increases as the 

      charges move closer to each other.

D.  None of the above.
3. Which of the following statements regarding static electricity is untrue?

A.  Static electricity is also called electrostatic discharge.

B.  Static electricity is harmless to humans and equipment.
C.  ESD causes a small electric shock.

D.  None of the above.

4.  Match the following to their respective units of measurement:

1)  Voltage


a)  Ohm

2)  Current


b)  Ampere

3)  Resistance

c)  Volt

A.  1-c, 2-b, 3-a
B.  1-b, 2-c, 3-a

C.  1-a, 2-c, 3-b

D.  1-c, 2-b, 3-a

5.  What kind of power is supplied to the microchips on the motherboard 

     of a computer?

A.  AC

B.  DC
C.  RC

D.  MC

6.  An oscilloscope can not be used to measure which of the following?

A.  Voltage

B.  Resistance
C.  Current

D.  None of the above

7.  Where is the safety ground connected for a computer?

A.  Exposed metal parts
B.  The monitor

C.  The mouse

D.  The network connection

8.  Electrons flow in_____loops called_____.

A.  Open; voltage

B.  Closed; voltage

C.  Open; circuits

D.  Closed; circuits
9.  A half-duplex circuit means

A.  Only one side can talk at a time
B.  The signal strength is cut in half

C.  The signal strength is doubled

D.  Two hosts can talk simultaneously

10.  Attenuation means

A.  Travel

B.  Delay

C.  A signal losing strength over distance
D.  Loss of signal due to EMI

11.  What is ideal about the signal reference ground?

A.  Signal reference ground is the ground voltage of 0 volts.

B.  Signal reference should be completely isolated from the electrical ground.
C.  Signal reference ground is a voltage of +5 volts.

D.  None of the above.

12.  Which of the following is an external source of electrical impulses that 

       can attack the quality of electrical signals on a cable?

A.  EMI caused by electric motors.
B.  RFI caused by electrical motors

C.  Impedance caused by radio systems

D.  EMI caused by lightning

13.  What is the primary cause of crosstalk?

A.  Cable wires that are too large in diameter

B.  Too much noise in a cable's data signal

C.  Electrical motors and lightning

D.  Electrical signals from other wires in a cable
14.  Which of the following describes cancellation?

A.  Wires in the same circuit cancel each other's electrical current flow.

B.  Cancellation is a commonly used technique to protect the wire 

      from undesirable interference.
C.  The magnetic fields from one cable run cancel magnetic fields of 

      another cable run.

D.  External magnetic fields cancel fields inside network cabling.  

15.  What is it called when two bits from two different communicating 

       computers are on a shared medium at the same time?

A.  Latency

B.  Dispersion

C.  Collision
D.  Obstruction

16.  Reflection does not occur with what kind of signals?

A.  Electrical

B.  Radio waves

C.  Microwaves

D.  None of the above
17.  _____ means to convert binary data into a form that can travel on a 

       physical communications link.

A.  Encoding
B.  Decoding

C.  Encrypting

D.  Decrypting

18.  On copper-based networks, commonly, encoding is done using

A.  Manchester and NRZI
B.  4B/5B

C.  AM, FM, PM

D.  All of the above

19.  On fiber-based networks, commonly, encoding is done using

A.  Manchester and NRZI

B.  Manchester and 4B/5B
C.  AM, FM, PM

D.  All of the above

20.  On wireless networks, commonly, encoding is done using

A.  Manchester and NRZI

B.  Manchester and 4B/5B

C.  AM, FM, PM
D.  All of the above
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Chapter 5

1.  What is the maximum cable length for STP (without a repeater and so on)?

A.  100 ft

B.  100 m
C.  150 ft

D.  1000 m

2.  150 ohm STP is used primarily used for what installation?

A.  Ethernet

B.  Fast Ethernet

C.  Token Ring
D.  None of the above

3.  How many pairs of wires make up a UTP cable?

A.  2

B.  4
C.  6

D.  8

4.  Which connector does UTP use?

A.  STP

B.  BNC

C.  RJ-45
D.  RJ-69

5.  What is an advantage that coaxial cable has over STP or UTP?

A.  It is capable of achieving 10-100 Mbps

B.  It is inexpensive

C.  It can run longer distances unboosted
D.  None of the above

6.  A more compact version of coaxial cable is known as

A.  Thinnet
B.  BNC

C.  STP

D.  UDP

7.  A ________ fiber optic cable allows multiple streams of 

     LED-generated light.

A.  Multimode
B.  Multichannel

C.  Multiphase

D.  None of the above

8.  What is the importance of the EIA/TIA standards?

A.  They provide a framework for the implementation of the OSI reference model.

B.  They provide guidelines for NIC manufactures to follow to 

      ensure compatibility.

C.  They provide the minimum media requirements for multi-product and 

      multi-vendor environments.
D.  None of the above.

9.  For the horizontal cabling component, TIA/EIA-568A requires a minimum 

     of how many connectors at each work area?

A.  1

B.  2
C.  4

D.  6

10.  What does the twisting of the wires do in a CAT 5 cable?

A.  It makes it thinner

B.  It makes it less expensive

C.  It reduces noise problems
D.  It allows six pairs to fit in the space of four pairs

11.  The standard 10BaseT cable is Category ______ .

A.  3

B.  4

C.  5
D.  6

12.  The network area within which data packets originate and collide is 

       called a ________ ?

A.  Collision Domain
B.  Network Domain

C.  Collision segment

D.  Network segment

13.  Using repeaters _______ the collision domains.

A.  Reduces

B.  Has no effect on

C.  Extends
D.  None of the above

14.  The process of installing complex networking devices that break up 

       the domains by using bridges, switches, and routers is known as:

A.  Sectioning

B.  Segmentation
C.  Collision Domain Reduction

D.  None of the above

15.  What physical topology has all its nodes connected directly to one link, 

       and has no other connections between nodes.

A.  Linear bus
B.  Star

C.  Ring

D.  None of the above

16.  What physical topology has all the devices daisy-chained together?

A.  Linear bus

B.  Star

C.  Ring
D.  None of the above

17.  What is the purpose of the second ring in a dual ring network? 

A.  Duplex

B.  Signaling

C.  Redundancy
D.  None of the above

18.  What is the primary disadvantage of the star network topology?

A.  It doesn't allow all other nodes to communicate with each other conveniently.

B.  If the central node fails, the whole network goes down
C.  It is much slower than the other topologies.

D.  None of the above

19.  In a complete, or full mesh topology, every node

A.  Is linked directly to every other node
B.  Is connected to two central nodes

C.  Is linked wirelessly to a central node

D.  None of the above

20.  The cellular topology uses ______ as its medium.

A.  Electromagnetic waves

B.  The cellular network

C.  Infrared signals

D.  The atmosphere or the vacuum of space
Answers to Questions:
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Chapter 6

1.  Layer 2 uses _________ to organize or group bits of data.

A.  Framing
B.  Packeting

C.  Encapsulation

D.  De-encapsulation

2.  The recognized IEEE sublayers are concerned with what layers of the 

     OSI reference model?

A.  2 and 3

B.  1 and 2
C.  3 and 4

D.  1 and 3

3.  In many technologies, the NIC includes a Layer 1 device called a ______?

A.  Data control module

B.  Transmitter

C.  Transceiver
D.  Repeater

4.  The LLC, as a sublayer, participates in the _______ process .

A.  Encryption
B.  Encapsulation
C.  Framing

D.  None of the above

5.  The first six hexadecimal numbers in a Mac address represent an ______ .

A.  Interface serial number

B.  Organizational unique identifier
C.  Interface unique identifier

D. None of the above

6.  The hexadecimal number system is also known as

A.  Hex 16

B.  Base 2

C.  Base 16
D.  Base 10

7.  What is the Base 16 equivalent to the decimal number 24032?

A.  3DE0
B.  0ED3

C.  E03D

D.  3ED0

8.  What is the decimal equivalent to the hexadecimal number E6D3?

A.  59019

B.  59091
C.  59136

D.  59093

9.  Convert the decimal number 2989 to hex.

A.  FDD1

B.  BAD
C.  TED

D.  CAD

10.  MAC addresses are ____ bits in length.

A.  12

B.  24

C.  48
D.  64

11.  Where does the MAC address reside?

A.  Transceiver

B.  Computer BIOS

C.  NIC
D.  CMOS

12.  Which of the following statements best describes communication between 

       two devices on a LAN?

A.  The source device encapsulates data in a frame with the MAC address of 

      the destination device, and then transmits it. Everyone on the LAN sees it, 

      but devices with non-matching addresses otherwise ignore the frame.
B.  The source encapsulates the data and places a destination MAC address in 

      the frame. It puts the frame on the LAN, where only the device with 

      the matching address can check the address field.

C.  The destination device encapsulates data in a frame with the MAC address 

      of the source device, puts it on the LAN, and the device with the 

      matching address removes the frame.

D.  Each device on the LAN receives the frame and passes it up to the 

      computer, where software decides whether to keep or to discard the frame.

13.  Which are the functions associated with framing?

A.  Identifies which computers are communicating with one another.

B.  Signals when communication between individual computers begins and ends.

C.  Flags corrupted frames.

D.  All of the above.
14.  How does a computer on a LAN detect an error in a frame?

A.  It sends a copy of the frame back to the sender for verification

B.  It checks the destination address to verify that the frame was 

      really intended for them.

C.  It compares an FCS in the frame to one that the computer calculates from 

      the contents of the frame.
D.  It calculates a checksum from the data in the frame, and then sends it back 

      to the source for verification.

15.  Media Access Control refers to what? 

A.  The state in which the NIC has captured the networking media and is 

      ready to transmit.

B.  Rules that govern media capturing and releasing.

C.  Protocols that determine which computer on a shared-medium environment 

      is allowed to transmit the data.
D.  A formal byte sequence has been transmitted.

16.  Which best describes a CSMA/CD network?

A.  One node's transmission traverses the entire network and is received 

      and examined by every node.
B.  Signals are sent directly to the destination if the source knows both the 

      MAC and IP addresses.

C.  One node's transmission goes to the nearest router, which sends it directly 

      to the destination.

D.  Signals are always sent in broadcast mode.

17.  Which best describes broadcasting?

A.  Sending a single frame to many stations at the same time
B.  Sending a single frame to all routers to simultaneously update 

      their routing tables.

C.  Sending a single frame to all routers at the same time.

D.  Sending a single frame to all hubs and bridges at the same time.

18.  Which protocol listed below is a non-deterministic protocol?

A.  Token Ring

B.  CSMA/CD
C.  IPX

D.  RIP

19.  FDDI is characterize as

A.  Physical ring and logical dual-ring topology.

B.  Logical ring and physical bus topology.

C.  Logical ring and physical dual-ring topology.
D.  Logical ring and linear bus topology.

20.  Which is true of a deterministic MAC protocol?

A.  It defines collisions and specifies what to do about them.

B.  It allows the hub to determine the number of users active at any one time.

C.  It allows hosts to "take turns" sending data.
D.  It allows the use of a "talking stick" by network administrators to control 

      media access of any users considered "troublemakers".

Answers to Questions:

1.    A


11.   C

2.    B


12.   A

3.    C


13.   D

4.    B


14.   C

5.    B


15.   C

6.    C


16.   A

7.      


17.   A

8.


18.   B

9.


19.   C

10.  C


20.   C

Chapter 7

1.  In Token Ring and IEEE 802.5 networks, which one is true?

A.  Individual stations are typically connected to form a physical ring.

B.  Lobe cables are used to interconnect adjacent  multistation access units

      (MSAUs).

C.  Stations are connected to MSAUs.
D.  Transceivers are used to connect cables to the physical media.

2.  The token-passing process involves:

A.  Listening for token traffic and transmitting when none is detected.

B.  Using possession of the token to grant the right to transmit.
C.  Attaching token frames to data frames to access the network.

D.  The token circulating the ring until it reaches the intended destination.

3.  _____, a Token Ring algorithm, detects and tries to repair network faults.

A.  Beaconing
B.  CSMA/DA

C.  Token passing

D.  Parity signaling

4.  What are the primary advantages of fiber media over copper media?

A.  Has higher data-carrying capacity at a lower cost.

B.  Uses installed cabling infrastructure and supports greater bandwidth.

C.  Uses the same MAC-layer and SMT specifications as CDDI.

D.  Provides greater security, immunity to interference, and better 

      networking distances.
5.  IF a SAS is Attached to a concentrator on the primary ring fails, 

     what happens?

A.  The primary wraps onto the secondary, and network operation continues for 

      all other stations.

B.  The stations on either side of the concentrator wrap, bypassing the 

      concentrator with the failed SAS.

C.  The backup link is activated on the concentrator, and network operation 

      is restored to the failed SAS.

D.  The failed SAS is bypassed, and network operation continues for 

      all other stations.
6.  Ethernet uses what technique?

A.  Token passing, to ensure that collisions do not occur on a network.

B.  Beaconing, to help networks recover from link failures.

C.  Carrier sense multiple access collision detect (CSMA/CD) to 

      locate destinations.

D.  Broadcasting, to propagate traffic among network entities.
7.  With Ethernet, a transceiver is used for what purpose?

A.  To make a network layer connection from a device to a server.

B.  To establish connections among network interface cards (NICs).

C.  To attach a cable from an end station to the physical network medium.
D.  All of the above

8.  In an Ethernet or IEEE 802.3 LAN, when do collisions occur?

A.  When one node places a packet on a network without informing the 

      other nodes.

B.  When two stations listen for traffic, hear none, and transmit simultaneously.
C.  When two network nodes send packets to a node that is no longer broadcasting.

D.  When jitter is detected and traffic is disrupted during normal transmission.

9.  Network cards communicate with which of the following?

A.  With the network through serial connections, and with the computer 

      through parallel connections.
B.  With the network through parallel connections and with the computer 

      through serial connections.

C.  With the network through serial connections and with the computer 

       through serial connections.

D.  With the network through parallel connections and with the computer 

       through parallel connections.

10.  Which is an important Layer 2 data link layer function?

A.  Logical link control

B.  Addressing

C.  Media access control

D.  All of the above
11.  Transparent bridges divide traffic into segments and filters traffic 

       based on what?

A.  IP addresses

B.  MAC addresses
C.  Priority rules

D.  IPX addresses

12.  Bridges use _____ to determine whether to forward data to 

       other segments of the network.

A.  Maps

B.  Time-to-Live

C.  Tables
D.  None of the above

13.  To filter or selectively deliver network traffic, bridges build tables of 

       ____ addresses located on a network and on which segment they 

       are located.

A.  IP

B.  IPX

C.  MAC
D.  None of the above

14.  To filter or selectively deliver network traffic, switches build tables of 

       ____ addresses located on a network and other networks and then 

       map them.

A.  IP

B.  MAC
C.  NIC

D.  IPX

15.  Which is true of switches?

A.  They are considered multiport bridges.

B.  They have no collision domains.

C.  They increase bandwidth available on a network.

D.  Both A and B
16.  Which is true of segmentation?

A.  It merges traffic between segments.

B.  It effectively creates more bandwidth by creating smaller collision domains.
C.  It increases network broadcasts.

D.  None of the above.

17.  Which is not true of bridges? 

A.  Segmentation provides fewer users per segment.

B.  Bridges store and then forward all frames based on layer 2 addresses.

C.  Bridges are Layer 3-independent.

D.  None of the above.
18.  Bridges increase the latency of cross-bridge traffic by:

A.  10 to 30 percent
B.    5 to 20 percent

C.  10 to 20 percent

D.  None of the above

19.  Which is not true of switches?

A.  A switch can eliminate the impact of collisions through microsegmentation.

B.  A switch has high latency and high frame-forwarding rates at each 

      interface port.
C.  A switch works with existing 802.3 (CSMA/CD)-compliant NICs and cabling.

D.  None of the above.

20.  Which is not true of routers?

A.  More manageable, greater functionality, multiple active paths

B.  Smaller collision domains

C.  Operate at Layers 1, 2, and 3

D.  None of the above
Answers to Questions:

1    C


11   B

2    B


12   C

3    A


13   C

4    D


14   B

5    D


15   D

6    D


16   B

7    C


17   D

8    B


18   A

9    A


19   B

10  D


20   D

Chapter 8

1.  Name some documentation that should be created when designing 

     a network.

A.  Engineering journal

B.  Problem-solving matrices

C.  Cut sheets

D.  All of the above
2.  MDF stands for what?

A.  Main distribution facility
B.  Metropolitan distribution facility

C.  Metropolitan design facility

D.  None of the above

3.  EIA/TIA-569 specifies what?

A.  Each floor must have a minimum of one wiring closet.
B.  In an Ethernet LAN, horizontal cabling runs must be attached to a 

      central point in a star topology.

C.  The wiring closet must be large enough to accommodate all of the 

      equipment and wiring that will be placed in it.

D.  None of the above

4.  Any room or closet chosen to serve as a wiring closet should adhere 

     to guidelines governing the following items except what?

A.  Materials for walls, floors, and ceilings

B.  Power outlets

C.  Solar exposure
D.  All of the above 

5.  EIA/TIA-568 specifies what?

A.  Each floor must have a minimum of one wiring closet

B.  In an Ethernet LAN, horizontal cabling runs must be attached to a 

      central point in a star topology.

C.  When using an Ethernet star topology, every device that is part of the 

      network must be connected to the hub.
D.  None of the above

6.  IDF stands for what?

A.  Internal distribution facility

B.  Intermediate distribution facility
C.  Interim distribution facility

D.  None of the above 

7.  What is the difference between An MDF and an IDF?

A.  The MDF contains the primary network server and the major 

      networking devices, and the IDF contains only the necessary 

      additional routers and repeaters.

B.  The MDF is on the lowest floor in a multifloor network, and the IDF 

      is on the upper floors.

C.  The MDF has all the bridges, hubs, routers, and ports needed for the 

      network, and the IDF holds any needed repeaters.

D.  The MDF is the primary communications room and central point in 

      the network, and the IDF is the secondary communications room 

      dependent on the MDF.
8.    The type of cabling that EIA/TIA-568 specifies for connecting 

       wiring closets to each other in an Ethernet LAN extended star topology 

       is called what? 

A.  Pipeline

B.  Cross-connection

C.  Backbone
D.  Horizontal

9.  What is the primary purpose of grounding computing equipment?

A.  To prevent metal parts from becoming energized with a hazardous 

      voltage resulting from a wiring fault inside the device.
B.  To connect the safety ground to exposed metal parts of the 

      computing equipment so that minor surges in power can be diverted.

C.  To forestall the possibility that a power surge may corrupt the motherboard 

      or the RAM.

D.  To prevent any power surges from traveling through the computer that 

      might harm the end user.

10.  In an extended star topology, a horizontal cross-connect is what?

A.  Backbone Cabling

B.  MDF

C.  IDF
D.  Horizontal cabling
11.  ESD stands for what?

A.  Electromagnetic static disruption

B.  Electrostatic disruption

C.  Electrostatic discharge
D.  Electromagnetic static discharge

12.  EIA-TIA specifications for backbone cabling permits _______ cable,

       which acts as an insulator.

A.  CAT 5

B.  Coaxial

C.  Fiber optic
D.  STP

13.  What is another reason for using fiber-optic cable for the backbone?

A.  Brownouts

B.  Surges

C.  Lightning
D.  Sags

14.  If a situation exists between the hot and neutral wire, this is referred to 

       as what?

A.  Common mode problem

B.  Normal mode problem
C.  Standard mode problem

D.  Neutral mode problem

15.  _____ problems do not ordinarily pose a hazard to you or to 

       your computer.

A.  Common mode problem

B.  Normal mode problem
C.  Standard mode problem

D.  Neutral mode problem

16.  _____ is also sometimes referred to as harmonics, or noise.

A.  Surge

B.  Sag

C.  Spike

D.  Oscillation
17.  Which problem cannot be helped by a surge suppressor?

A.  Surge

B.  Sag
C.  Spike

D.  Oscillation

18.  A MOV in a surge suppressor stands for what?

A.  Magnesium oxide varistor 

B. Magnesium oxygen varistor 

C. Metal oxide varistor
D. Metal oxygen varistor

19.  UPS stands for what?

A.  Uninterruptible power source

B.  Uninterruptible power supply
C.  Uninterruptible protection source

D.  Uninterruptible protection supply

20.  Which best describes a UPS?

A.  It is a device that absorbs excess line voltage caused by lightning strikes.

B.  It is a backup device that provides power during a power failure.
C.  It is a device that enables you to avoid rewiring the network when 

      power fluctuations are continual.

D.  It is a device that powers the multipath connection between computers.

Answers to Questions:

1    D


11   C

2    A  

12   C

3    A


13   C

4    C


14   B

5    C


15   A

6    B


16   D

7    D


17   C

8    C


18   C

9    A


19   B

10  C


20   B

Chapter 9

1.  In a horizontal cabling scheme, an _____ jack can be used for 

     making the connection to a CAT 5 unshielded twisted pair cable at 

     the telecommunications outlet.

A.  RJ-69

B.  RJ-54

C.  RJ-45
D.  RJ-11

2.  Which is not one of the two wall mounts that the EIA/TIA-568-A specifies?

A.  Surface mount

B.  Standard mount
C.  Flush mount

D.  A and B

3.  What does sequencing refer to?

A.  Twisting the correct pair of wires

B.  The process of striping the wire in the right order

C.  The process of matching the wires to the proper terminals
D.  Splitting the correct pair of wires

4.  For CAT 5 UTP, what is the maximum length of untwisted wire?

A.  1.3 cm
B.  2.3 cm

C.  1.4 cm

D.  2.4 cm

5.  When bending UTP cable, what is the bend radius that must 

     be maintained?

A.  Three times the diameter of the cable

B.  Four times the diameter of the cable
C.  Five times the diameter of the cable

D.  Six times the diameter of the cable

6.  What is a service coil?

A.  A few extra feet of cable left coiled up inside the ceiling.
B.  Small coils left in strategic places to deter stretching

C.  A small coil left at each jack to permit several punchdowns.

D.  All of the above

7.  What does EIA/TIA-606 specify?

A.  On each end of the cable, a unique identifier must be attached

B.  Each jack must have a unique identifier attached to it

C.  Each hardware termination unit must have some kind of unique identifier
D.  None of the above

8.  What should be used to secure a cable to a wall? 

A.  Staples

B.  Tie-wraps
C.  Square nails

D.  Velcro

9.  What is a raceway?

A.  A bundle of wires traveling in the same direction

B.  A ceiling-mounted patch panel

C.  A wall-mounted channel that has a removable cover
D.  None of the above

10.  What is a telepole?

A.  A telescoping pole with a hook on one end to hold cable
B.  A telescoping pole that suspends cable from ceilings

C.  A telescoping pole that aids in routing cable from ceiling to jack

D.  All of the above

11.  What are horizontal cabling runs connected to in a wiring closet?

A.  LEDs

B.  Patch panel
C.  Patch cords

D.  None of the above

12.  What are located on the front of a patch panel?

A.  Punchdown blocks

B.  RJ-45 jacks
C.  LEDs

D.  RJ-11 jacks

13.  Why shouldn't you install a jack in the bottom 5 cm of a 

       wooded baseboard?

A.  The bottom plate of the wall will prevent you from pushing the box into 

      the baseboard.
B.  Most floors have metal supports that produce electromagnetic 

      interference when close to the jack.

C.  Dust and dirt accumulate under it that can then get into the connection 

      and affect network performance.

D.  It's so close to the floor that there isn't enough space for most people to 

      work and manipulate the wires.

14.  How is a cable tester used to assist with an electrical noise level test?

A.  The tester takes a noise reading on the cable while the cable is connected 

      to computer equipment.

B.  A decrease in levels read on the tester indicates a problem.

C.  The source of the noise may be located by unplugging electrical devices.
D.  A source of outside noise usually produces a wide range of frequencies.

15.  Which is not a typical width of distribution racks?
A.  19 inches

B.  23 inches

C.  24 inches
D.  All of the above

16.  What does TDR stand for? 

A.  Time domain reflectometer
B.  Time domain resistance

C.  Time differential reflectometer

D.  None of the above

17.  When wires are connected in reversed order, they are referred to as

A.  Critical pairs

B.  Crossed pairs
C.  Cancelled pairs

D.  Split pairs

18.  When a wire from one circuit is crossed with a wire from another circuit, 

       it is called a 

A.  Crossed pair

B.  Split pair
C.  Cancelled pair

D.  Critical pair

19.  A reduction in power of a signal as it passes through copper wires used in 

       UTP is called

A.  Oscillation

B.  Resistance

C.  Attenuation
D.  NEXT

20.  Near-end crosstalk is caused by the following except

A.  Crossed pairs
B.  Twisted pairs that have become untwisted

C.  Split pairs

D.  All of the above
Answers to Questions:

1    C

11   B

2    B

12   B

3    C

13   A

4    A

14   C

5    B

15   C

6    A

16   A

7    C

17   B

8    B

18   B

9    C

19   C

10  A

20   D

Chapter 10

1.  How do MAC addresses differ from that of the network layer?

A.  The network layer requires a hierarchical addressing scheme as opposed to 

      the MAC's flat addressing scheme.
B.  The network layer uses addresses in the binary format, whereas the 

      MAC's addresses are hexadecimal.

C.  The network layer uses a transferable unique address.

D.  None of the above

2.  How many bits are in an IP address?

A.  16

B.  32
C.  64

D.  None of the above

3.  What is the maximum value of each octet in an IP address?

A.  128

B.  255
C.  256

D.  None of the above

4.  The network number plays what part in an IP address?

A.  It specifies the network to which the host belongs.
B.  It specifies the identity the computer on the network.

C.  It specifies which node on the subnetwork is being addressed.

D.  It specifies which networks the device can communicate with.

5.  The host number plays what in an IP address?

A.  It designates the identity of the computer on the network.

B.  It designates which node on the subnetwork is being addressed.
C.  It designates the network to which the host belongs.

D.  It designates which hosts the device can communicate with.

6.  What is the decimal equivalent to the binary number 101101?

A.  32

B.  35

C.  45
D.  44

7.  Convert the following decimal number to its binary form: 192.5.34.11

A.  11000000.00000101.00100010.00001011
B.  11000101.01010111.00011000.10111000

C.  01001011.10010011.00111001.00110111

D.  11000000.00001010.01000010.00001011

8.  Convert the following binary IP address to its decimal form:

     11000000.00000101.00100010.00001011

A.  190.4.34.11

B.  192.4.34.10

C.  192.4.32.11

D. none of the above
9.  What portion of the following Class B address, is the network address:

     154.19.2.7

A.  154

B.  154.19
C.  154.19.2

D.  154.19.2.7

10.  What portion of the IP address 129.219.51.18 represents the network?

A.  129.219
B.  129
C.  14.1

D.  1

11.  Which address is an example of a broadcast address on the network 

       123.10.0.0 with a subnet mask of 255.255.255.0?

A.  123.255.255.255

B.  123.10.255.255
C.  123.13.0.0

D.  123.1.1.1

12.  How many host addresses can be used in a Class C network?

A.  253

B.  254
C.  255

D.  256

13.  How many subnets can a Class B network have?

A.  16

B.  256
C.  128

D.  None of the above
14.  What is the minimum number of bits that can be borrowed to 

       form a subnet?

A.  1

B.  2
C.  4

D.  None of the above

15.  What is the primary reason for using subnets?

A.  To reduce the size of the collision domain

B.  To increase the number of host addresses

C.  To reduce the size of the broadcast domain
D.  None of the above

16.  How many bits are in a subnet mask?

A.  16

B.  32
C.  64

D.  None of the above

17.  Performing the Boolean function as a router would on the IP addresses

       131.8.2.5 AND 255.0.0.0, what is the network/subnetwork address?
A.  131.8.1.0

B.  131.8.0.0

C.  131.8.2.0

D.  None of the above
18.  How many bits can be borrowed to create a subnet for a 

       Class C network?

A.  2

B.  4

C.  6
D.  None of the above

19.  With a Class C address of 197.15.22.31 and a subnet mask 

       of 255.255.255.224, how many bits have been borrowed to 

       create a subnet?

A.  1

B.  2

C.  3
D.  None of the above

20. Performing the Boolean function as a router would on the IP addresses

       172.16.2.120 AND 255.255.255.0, what is the subnet address?

A.  172.0.0.0

B.  172.16.0.0

C.  172.16.2.0
D.  None of the above

Answers to Questions:

1    A

11   B

2    B

12   B

3    B

13   D

4    A

14   B

5    B

15   C

6    C

16   B

7    A

17   D

8    D

18   C

9    B

19   C

10  A

20   C

Chapter 11

1.  Which of the following best describes one function of Layer 3, 

     the network layer, in the OSI model?

A.  It is responsible for reliable network communications between nodes.

B.  It is concerned with physical addressing and network topology.

C.  It determines the best path for traffic to take through the network.
D.  It manages data exchange between presentation layer entities.

2.  What function allows routers to evaluate available routes to a 

     destination and to establish the preferred handling of a packet?

A.  Data linkage

B.  Path determination
C.  SDLC interface protocol

D.  Frame Relay

3.  What is a router's attachment to a network called?

A.  Segment

B.  AUI

C.  Interface
D.  None of the above

4.  When DHCP clients boot, what do they need to send first?

A.  DHCPREQUEST

B.  DHCPBOOT

C.  DHCPDISCOVER

D.  None of the above
5.  How does the network layer forward packets from the source toward 

     the destination?

A.  By using a routing table
B.  By using ARP responses

C.  By referring to a name server

D.  By referring to the bridge

6.  What are the two parts of an IP?

A.  Network address and host address
B.  Network address and MAC address

C.  Host address and MAC address

D.  MAC address and subnet mask

7.  What Internet protocol is used to map an IP address to a MAC address?

A.  UDP

B.  ICMP

C.  ARP
D.  RARP

8.  Pinging is a function of what TCP/IP protocol?

A.  UDP

B.  ICMP
C.  ARP

D.  RARP

9.  Which of the following initiates an ARP request?

A.  A device that cannot locate the destination IP address in its ARP table

B.  The RARP server, in response to a malfunctioning device

C.  A diskless workstation with an empty cache

D.  A device that cannot locate the destination MAC address in its ARP table
10.  Which of the following best describes an ARP table?

A.  A method to reduce network traffic by providing lists of shortcuts and 

      routes to common destinations

B.  A way to route data within networks that are divided into subnetworks

C.  A protocol that performs an application layer conversion of information 

     from one stack to another

D.  A section of RAM on each device that maps IP addresses to MAC addresses
11.  Which of the following best describes the ARP reply?

A.  The process of a device sending its MAC address to a source in response to 

      an ARP request
B.  The route of the shortest path between the source and destination

C.  The updating of ARP tables through intercepting and reading 

      messages traveling on the network.

D.  The method of finding IP addresses based on the MAC address, used 

      primarily by RARP servers

12.  What are the two parts of the frame header called?

A.  The MAC header and the IP header
B.  The source address and the ARP message

C.  The destination address and the RARP message

D.  The request and the data packet

13.  Why are current, updated ARP tables important?

A.  For testing links in the network

B.  For limiting the amount of broadcast
C.  For reducing network administrator maintenance time

D.  For resolving addressing conflicts

14.  Why is a RARP request made?

A.  A source knows its MAC address but not its IP address
B.  The data packet needs to find the shortest route between the 

      destination and the source

C.  The administrator needs to manually configure the system

D.  A link in the network faults, and a redundant system must be activated

15.  What is in a RARP request?

A.  A MAC header and the RARP request message
B.  A MAC header, a RARP header, and a data packet

C.  A RARP header and MAC and IP address

D.  A RARP header and an ARP trailer

16.  Which of the following functions is unique to routers? 

A.  They bind MAC and IP addresses

B.  They receive broadcast messages and supply the requested information

C.  They build ARP tables that describe all networks connected to them
D.  They reply to ARP requests

17.  If the device doesn't know the MAC address of a device on an 

       adjacent network, it sends an ARP request to:

A.  The default gateway
B.  The closest router

C.  The router interface

D.  All of the above

18.  An example of an IGP is:

A.  OSPF

B.  IGRP

C.  RIP

D.  All of the above
19.  An example of an EGP is:

A.  OSPF

B.  EIGRP

C.  RIPv2

D.  BGP
20.  When is static routing advisable?

A.  To test a particular link

B.  To conserve wide-area bandwidth

C.  Whenever there is only one path to a destination

D.  All of the above
Answers to Questions:

1    C

11   A

2    B

12   A

3    C

13   B

4    D

14   A

5    A

15   A

6    A

16   C

7    C

17   A

8    B

18   D

9    D

19   D

10  D

20   D

Chapter 12

1.  When conversing with an individual whose primary language is 

     different than yours, you might need to repeat your words and 

     speak more slowly.

     Repeating your words can be compared to _____, and the need to

     speak slowly can be compared to the _____ functions of the transport 

     layer.

A.  Reliability; flow control
B.  Flow control; reliability

C.  Transport; acknowledgment

D.  Flow control; transport

2.  When you mail a registered package through the standard mail system,

     you make an assumption that the person to which it is addressed 

     receives   it.

     This analogous to which protocol?

A.  UDP

B.  TCP
C.  IPX

D.  IP

3.  The following characteristics describe what TCP/IP protocol:

     connection-oriented; resends anything not received; divides

     outgoing messages into segments.

A.  IPX

B.  TCP
C.  UDP

D.  SPS

4.  What does the window field in a TCP segment indicate?

A.  Number of 32-bit words in the header

B.  Number of the called port

C.  Number used to insure correct sequencing of the arriving data

D.  Number of octets that the sender is willing to accept
5.  What transport protocol exchanges datagrams without 

     acknowledgments or guaranteed delivery?

A.  UDP
B.  TCP

C.  IRQ

D.  LLC

6.  What do TCP and UDP use to keep track of different conversations crossing the network at the same time?

A.  Port numbers
B.  IP addresses

C.  MAC addresses

D.  Route numbers

7.  How does TCP synchronize a connection between the source and 

     the destination before data transmission?

A.  Two-way handshake

B.  Three-way handshake
C.  Four-way handshake

D.  Holton functions

8.  Which of the following is initially true when the TCP window size is 4?

A.  The host must receive an ACK 4 acknowledgment before sending 

      more messages.
B.   Bandwidth is used less efficiently than with a window size of 1

C.  The host must receive an ACK 2 acknowledgment before sending 

       more messages.

D.  TCP does not use windowing

9.  Which range of port numbers is unregulated?

A.  Below 255

B.  Between 256 and 512

C.  Between 256 and 1023

D.  Above 1023
10.  With TCP transmission, what occurs if a segment is not acknowledged in 

       a certain time period?

A.  UDP takes over the transmission

B.  The virtual circuit is terminated

C.  Nothing happens

D.  Retransmission occurs
11.  Which best describes flow control?

A.  A method to manage limited bandwidth

B.  A method of connecting two hosts synchronously

C.  A method to prevent buffer overrun
D.  A method to check data for viruses before transmission

12.  Which of the following best describes the purpose of the 

       TCP/IP protocol stack?

A.  Maps closely to the OSI reference model's upper layers

B.  Supports all standard physical and data link protocols

C.  Transfers information from one host to another in a sequence of datagrams
D.  Reassembles datagrams into complete messages at the receiving end

13.  Which of the following is one of the protocols found in the 

       transport layer?

A.  UCP

B.  UDP
C.  TDP

D.  TDC

14.  What is the purpose of port numbers?

A.  They keep track of different upper-layer conversations crossing the 

      network at the same time.
B.  Source systems use them to keep a session organized.

C.  End systems use them to dynamically assign end users to a 

      particular session, depending on their application use.

D.  Source systems generate them to predict destination addresses.

15.  Why are three-way handshake/open connections used?

A.  To ensure lost data can be recovered if problems occur later.
B.  To determine how much data the receiving station can accept at one time.

C.  To provide efficient use of bandwidth by users

D.  To change binary ping responses into information in the upper layers.

16.  What does a dynamic TCP sliding window do?

A.  It makes the window larger so that more data can come through at once, 

      which results in more efficient use of bandwidth.

B.  The window size slides to each section of the datagram to receive data,

      which results in more efficient use of bandwidth.

C.  It allows the window size to be negotiated dynamically during the 

      TCP session, which results in more efficient use of bandwidth.
D.  It limits the incoming data so that each segment must be sent one by one,

      which is an inefficient use of bandwidth.

17.  UDP segments use what protocols to provide reliability?

A.  Network layer protocols

B.  Application layer protocols
C.  Internet protocols

D.  Transmission control protocols

18.  What is one purpose of ICMP testing?

A.  To determine whether messages reach their destinations and, if they don't, 

      to determine possible reasons why they did not
B.  To make sure that all activity on the network is being monitored

C.  To determine whether the network was set up according to the model

D. To determine whether the network is in control mode or user mode

19.  Assuming the MAC is not in the ARP table, how does a sender find 

       the destination's MAC address?

A.  It consults its routing table

B.  It sends a message to all the addresses, searching for the address.

C.  It sends out a broadcasting message to the entire LAN
D. It sends out a broadcasting message to the entire internetwork

20.  Which of the following best describes window size?

A.  The maximum size of the window that software can have and still 

      process data rapidly.

B.  The number of messages or bytes that can be transmitted before 

      stopping and awaiting an acknowledgment.
C.  The size of the window, in picas, that must be sent ahead of time so that 

      data can be sent.

D. The size of the window opening on a monitor, which is not always equal to 

     the monitor size.

Answers to Questions:

1    A

11   C

2    B

12   C

3    B

13   B

4    D

14   A

5    A

15   A

6    A

16   C

7    B

17   B

8    A

18   A

9    D

19   C

10  D

20   B

Chapter 13

1.  The session layer of the OSI model handles such functions as

A.  Physical addressing, sequencing of frames, flow control, and error notification

B.  Data compression and encryption

C.  Flow control, multiplexing, virtual circuit management, and error handling

D.  Establishes, manages, and terminates sessions between applications
2.  Half-duplex communications often involves the use of _____ .

A.  MAC addresses

B.  Handshakes

C.  A session-layer data token
D.  Full-duplex connection

3.  What is the term for the session layer dialog-control option that 

     uses a data token?

A.  Two-way simultaneous

B.  Two-way continuos

C.  Two-way alternate
D.  One-way alternate

4.  What are used to separate parts of a session?

A.  Checkpoints
B.  Spacers

C.  Pointers

D.  Sequence numbers

5.  Which of the following are session layer protocols?

A.  ASP, SQL, RPC
B.  SQL, RPG, SCO

C.  TCP, CFM, ISP

D.  UDP, IPX, ARP

6.  Which of the following is considered a Layer 5 protocol?

A.  TCP

B.  PPP

C.  UDP

D.  SQL
7.  Determining which role mini-conversations are playing at 

     any given moment is called:

A.  Dialog control
B.  Communication control

C.  Order control

D.  None of the above

8.  A minor synchronization consists of the following, except:

A.  Back up the particular files

B.  Save the network settings

C.  Make note of the endpoint in the conversation

D.  None of the above
9.  Which is not a Layer 5 protocol?

A.  SCP

B.  RPC

C.  SQL

D.  None of the above
10.  The Zone Information Protocol (ZIP) is a session layer protocol in the:

A.  DECnet protocol suite

B.  IPX protocol suite

C.  AppleTalk protocol suite
D.  TCP/IP protocol suite

Answers to Questions:

1    D

2    C

3    C

4    A

5    A

6    D

7    A

8    D

9    D

10  C

Chapter 14

1.  What are the three main functions of the presentation layer?

A.  Data formatting, data encryption, and data compression
B.  Data formatting, data encryption, and data defragmentation

C.  Data encryption, data compression, and data encapsulation

D.  Data compression, data queries, and data formatting

2.  Which sequence is accurate for data moving toward the physical layer?

A.  Application layer, transport layer, session layer

B.  Session layer, presentation layer, application layer

C.  Application layer, presentation layer, session layer
D.  Application layer, presentation layer, transport layer

3.  Which are examples of sound or movie formats?
A.  QuickTime, AVI, TIFF

B.  QuickTime, MPEG, JPEG

C.  QuickTime, MPEG, MIDI
D.  MPEG, TIFF, AVI

4.  Which is an example of a graphic image format?

A. QuickTime

B.  MIDI

C.  JPEG
D.  MPEG

5.  Which of the following is used to format text?

A.  ASCII
B.  JPEG

C.  AVI

D.  TIFF

6.  What general term describes the binary file format to store sounds, 

     music, and videos?

A.  Media

B.  Multimedia
C.  Extramedia

D.  Intermedia

7.  The method by which sound files are downloaded while they are playing 

     is referred to as what?

A.  Filtering

B.  MIDI

C.  Streaming audio
D. MP3

8.  Which of the following is a set of directions for displaying a Web page?
A.  HTTP

B.  HTML
C.  HDLC

D.  URL 

9.  Which function of Layer 6 protects data during transmission?

A.  Data formatting

B.  Data compression

C.  Data encryption
D.  Data protection

10.  The process of replacing repeating bit patterns with a shorter 

       "token" is referred to as _____ .

A.  Compression
B.  Condensing

C.  Shrinking

D.  Encryption

Answers to Questions:

1    A

2    C

3    C

4    C

5    A

6    B

7    C

8    B

9    C

10  A

Chapter 15

1.  A network redirector enables data to travel _____ .

A.  Only to a network printer

B.  Only to a file server

C.  In a single direction

D.  None of the above
2.  An example of a client/server application is ______.

A.  E-mail
B.  A spreadsheet

C.  A NIC

D.  Hard drive utilities

3.  The client side of the client/server relationship is _______.

A.  Located on the remote computer

B.  The requestor of services
C.  The most important

D.  Always located on the server

4.  Which of the following best describes a domain name?

A.  It represents the numeric address of an Internet site
B.  It is the same as the name you give your primary server

C.  It represents the specific location where your LAN is located

D.  It is an IP address used to represent a print server

5.  com is the domain typically assigned to _____ .

A.  Client machines

B.  Customers

C.  Network provider companies

D.  Corporations
6.  During a Telnet connection, the remote computer is responsible 

     for _____ .

A.  Nothing

B.  Processing
C.  Client-side Telnet application

D.  Client-side printing

7.  At which three layers of the OSI model does Telnet primarily work?

A.  Application layer, session layer, transport layer

B.  Presentation layer, session layer, transport layer

C.  Data link layer, transport layer, presentation layer 

D.  Application layer, presentation layer, session layer
8.  Typical anonymous FTP sessions use _____ as the login ID and ____

     as the password.

A.  Anonymous; user e-mail address
B.  User e-mail address; FTP

C.  FTP; FTP

D.  Guest; anonymous

9.  What is used to specify the placement of text, files, and objects that are to 

     be transferred from the Web server to the Web?

A.  HTTP

B.  HTML
C.  HDLC

D.  URL

10.  Instead of working with specific application programs, 

       redirectors work with _____. 

A.  Computer operating systems
B.  Spreadsheets

C.  E-mail

D.  Web browsers

Answers to Questions:

1    D

2    A

3    B

4    A

5    D

6    B

7    D

8    A

9    B

10  A

