INTERNETWORKING I

CHAPTER 7 STUDY GUIDE

What are the three most common LAN technologies used today?

· Token ring

· FDDI

· Ethernet
What is the IEEE standard number for token ring LANs? How does the IEEE standard differ from the IBM Token Ring standard?

802.5

They’re practically the same because the 802.5 standards were based on the IBM Token Ring network scheme.

What are the two types of frames that token ring LANs use?

Data/Command frame

Token frame

What are the individual fields of each of the above frames?

Data/Command frame: start delimiter, access control, frame control, destination address, source address, data, FCS, end delimiter, frame status

Token frame: start delimiter, access control, end delimiter

What do the priority and reservation fields do in a token ring frame? What byte are they contained in?

They are the parts of the Token frame the gives permission for the host to transmit. They’re in the access control byte.

What is the data transfer rate(s) available on token ring networks? How does this compare to Ethernet transfer rates?

16/100 for Token ring

10/100 for Ethernet

What is a MSAU? What does it do in a token ring LAN?

Multi-station Access Unit. It acts as the traffic cop on a Token ring network. It can see all the information in the network which allows it to check for problems and selectively remove stations from the ring as necessary.

What is a NAUN? Where would you find one on a token ring network?

Nearest active upstream neighbor. This would be the nearest active neighbor to a host on a token ring network.

What kind of encoding scheme does token ring use?

4/16 token ring networks use differential Manchester encoding.

What does FDDI stand for? What is the ANSI standard number for it?

Fiber Distributed Data Interface. The ANSI standard number is X3T9.5.

Who created the international FDDI standard version?

The ISO (International Organization for Standards).

What is FDDI frequently used for in LANs today? Why?

Backbone cabling between buildings. Because it’s not susceptible to EMI or RFI interference. Also, data can travel further unboosted on FDDI. It also has more throughput potential than does copper-based media.

What network configuration (physical topology) does a FDDI network typically use?

Ring/dual ring

What kind of medium does FDDI use? Is it electrical?

FDDI uses fiber optic cable. FDDI specifies a 100 Mbps, token passing, dual-ring LAN that uses fiber optic cable. It’s not electrical; therefore, it’s not susceptible to EMI or RFI which in turn makes it more secure.

What is the difference between synchronous and asynchronous traffic?

Synchronous traffic means the sending and receiving nodes are using the same bandwidth (e.g., 10 Mbps). Therefore, synchronous traffic on FDDI can consume a portion of the 100 Mbps bandwidth while asynchronous can consume the rest.

Asynchronous traffic means the sending and receiving nodes are using different bandwidths (e.g., sender has 10 Mbps max capability; receiver has 100). It also permits extended dialogues in which stations may temporarily use all asynchronous bandwidth.

What kind of encoding scheme does FDDI use?

4B/5B

What is the most widely used LAN technology today?

Ethernet

What is the IEEE number for it?

802.3

Where and when did it originate? What was the first private company to develop this technology and when?

It originated at the University of Hawaii in the 1960s originally as a way to communicate among the islands. 

The first private company to develop Ethernet was Xerox.

What type of media is typically used for this type of LAN technology?

10BaseT, UTP, twisted pair

How does the IEEE 802.3 frame and Ethernet frame compare? What’s the same; what’s different?

Same: The frames are the same length—byte-wise and number of fields

Different: Ethernet frame has a “type” field where the IEEE 802.3 frame has a “length” field; Ethernet frame has a “data” field where the IEEE 802.3 frame has a “802.2 Header and Data” frame.

Is Ethernet connectionless or connection-oriented? What does this mean?

It’s connectionless. This means it is a “best effort” delivery system—very little error checking. A destination host doesn’t notify the source as to whether it received the data or not.

What is the media access method that Ethernet uses?

CSMA/CD
Name three distinguishing features of 10BaseT media.

· Uses signal encoding that combines both clock and data information into a stream of signals

· Uses Manchester encloding

· Designed to send and received signals over a segment that consists of 4 wires (2 pair)

What is a catchment area?

The area that cable can be strung and still be effective. Zone that falls within area that can be served by an internetworking device such as a hub.

What is the maximum catchment area for a LAN using UTP (without any signal regenerators)? How did you determine this?

200 meters – 100 meters in all directions from the center of the star.

How can you extend a catchment area in a LAN?

Add a repeater, hub, switch, bridge, or router.

What is a NIC? What Layer of the OSI model does it fall? Why?

Network Interface Card. It allows the host to access the media. It is at Layer 2 of the OSI model because it converts data to bits and access the media.

What is a bridge? What layer of the OSI model does it fall? What is one advantage of adding a bridge to a LAN? What is one disadvantage?

A bridge is an internetworking device. It is at Layer 2 of the OSI model. It can filter data packets based on MAC address. One advantage is that it can cut down on packets crossing segments (MAC address filtering). One disadvantage is that it does not cut down on broadcasts, in fact, it can propagate broadcasts. And because it doesn’t stop broadcasts, it can actually add to a broadcast domain.

How does a bridge know to forward or not forward a data packet on the LAN? How does it remember this information for future packets?

It looks at the MAC address. If the destination and source MACs are on the same segment, then the bridge doesn’t forward the packet to the next segment. It builds a MAC table so it can remember the MAC addresses it’s seen.

What is a broadcast packet?

It’s a packet that goes to all hosts. The broadcast IP address is 255.255.255.255; the broadcast MAC address is FF-FF-FF-FF-FF.

What is the definition of a broadcast storm?

It is when too many broadcasts are sent over a LAN. A broadcast storm can slow down a LAN or even shut it down.

What is a segment on a network? How are they created (what devices are used)?

A segment is a section of a network. A network can be segmented with bridges, switches, or routers. Hubs/repeaters can not segment a network.

What is an advantage of segmenting a network using a Layer 2 device? Using a Layer 3 device?

If you segment a LAN with a Layer 2 device (bridge or switch), it will significantly cut down on the number of devices on a collision domain because Layer 2 devices actually create more collision domains with (hopefully!) fewer hosts on each one.

Layer 3 devices (routers) can not only create more collision domains, but also broadcast domains. They will physically segment the network into separate LANs (broadcast domains). Also, Layer 3 devices can filter packets on Layer 3 addresses (IP address), which can cut down on the packets passing over a LAN segment.

What is a router? What layer of the OSI model does it fall? Why?

A router is an internetworking device which can determine the best path a packet can take to get to its destination and can switch packets from interface to interface. It is a Layer 3 device because it filters packets on their Layer 3 addresses: IP.

What does a router use to forward/switch a packet?

The IP address

How does it remember this information for future packets?

It builds a routing table of IP addresses.
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