Open System Interconnection – OSI

All People Seem To Need Data Processing

TCP/IP Layer 4
7.  Application – Spreadsheet, word- processing, Web Browsers,

Application
etc.  Allows applications to use network.  Network processes, handles network access, flow control and error recovery.  Devices and terms:  data, software, gateways.  Protocols:  FTP, HTTP, SMTP, DNS, TFTP, NFS, Telnet, Rlogin.
Protocol Data Layer (PDU) adds ‘Headers’ and ‘Trailers’

TCP/IP Layer 4
6. Presentation – Translates data into a form usable by the

Application
Application layer, ensures the information is readable.  The redirector operates here.  Responsible for protocol conversion, translating and encrypting data, and managing data compression.  Data representation, ASCII, data structures and negotiation, data transfer syntax.  Translates 7 bit to 8 bit, ASCCII and EBCDIC.  Devices and terms:  data coding, software, encryption, compression, redirectors.  Protocols:  ASCII, EBCDIC, MIDI, MPEG, PICT, TIFF, JPEG.

Protocol Data Layer (PDU) adds ‘Headers’ and ‘Trailers’

TCP/IP Layer 4
5.  Session – Allows applications on connecting systems to

Application
establish a session.  Provides synchronization between  communicating computers.  Messages are sent between layers.  Interhost communication, establishes, manages, terminates sessions between applications.  Determines how communications will occur.  Devices and terms:  data, software, client-server.  Protocols:  NFS, SQL, RPC.

Protocol Data Layer (PDU) adds ‘Headers’ and ‘Trailers’, data
TCP/IP Layer 3
4.  Transport – End-end connections.  Responsible for

Transport
packet handling.  Ensure error-free delivery. Divides messages into smaller packets, repackages messages, and handles error handling.  Segments of message fragments are sent.  TCP connection-oriented communication and UDP connection less communications (UDP does not does not guarantee packet delivery between transfer points.)  End-to-end communications, segments and reassembles data into data streams, establishes, maintains, and ensures orderly termination of virtual circuits, transport fault detection and recovery and information flow control, and reliable service.  Devices and terms:  Router, port numbers, flow control, windowing, connection oriented, connectionless.  Protocols:  TCP or UDP.







Function – Gateways function at this layer
Protocol Data Layer (PDU), adds ‘Headers’ and ‘Trailers’,segment
                                                                                   Software

---------------------------------------------------------------------------------------------------------------------

                                                                       Hardware

TCP/IP Layer 2
3.   Network – Address and best path.  Translates system

Internetwork
name into addresses.  Address and best path (determines routes), connectivity and path selection, managing network traffic problems, packet switching, routing, data congestion, and reassembling data.  Software addresses are resolved (ARP/RARP).  Devices and terms:  Router, Brouter, Layer 3 switch, packet, datagram IP addressing, subnets, Path determination, routed (IP,IPX) and routing (RIP, IGRP) protocols.  Protocols:  IP, ICMP,ARP,RARP, Ping, Traceroute.

Protocol Data Layer (PDU), adds ‘Headers’ and ‘Trailers’, packet
TCP/IP Layer 1
2.  Data Link – Access to media. Manages physical layer

     Network 

communication between connecting systems.  Line

   (interface)
discipline and error notification.  Physical addressing, network topology, media access, line.  Manages layer communications between connecting systems.  Uses MAC addresses (MAC sublayer) and LLC flow control (LLC sublayer).  Communicates with adapter card (NIC card).  Discipline, error notification, ordered delivery of frames, flow control, data encapsulation in frames.  Devices and terms:  Ethernet, NIC (LLC & MAC addresses), Bridge, Switch, frame, WAN link protocols (HDLC, etc.).  Protocols:   IEEE 802.2, 802.3, 802.5.

Protocol Data Layer (PDU), adds ‘Headers’ and ‘Trailers’, frame

TCP/IP Layer 1
1.  Physical – Binary transmission.  Defines cables, cards,

      Binary

and physical aspects.  Converts packets into “1’s” and

 Transmission
“0’s”.  Handshaking, electrical, mechanical, voltage levels, timing, data rates, transmission distance, physical connectors, describes various types of networking media.   Devices and terms:  Ethernet, NIC (physical connectors – BNC, AUI, RJ45, etc.), Media (cable – coax, UTP, fiber), Repeater, Hub, DCE & DTE, bits, encoding.  Protocol:  IEEE 802.3, 802.5.

Protocol Data Layer (PDU), adds ‘Headers’ and ‘Trailers’, bits

FTP – File Transfer Protocol

HTTP – Hypertext Transfer Protocol

SMTP – Simple Mail Transfer Protocol

DNS – Domain Name Service

TFTP – Trivial File Transfer Protocol

TCP – Transfer Control Protocol

UDP – User Datagram Protocol

IP – Internet Protocol

